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General

Purpose

This document is intended to capture technical changes to the release package. The document
covers changes in the Modem firmware (Bootloader and Application).

A new revision of this document will be issued when any of the firmware components of the
product are updated.

Scope
This document covers issues that affect carriers and end users.

Revision History

Date Author Summary of changes
Mar 14, 2011 Mickael Thomas Creation
Jul 12, 2011 Mickael Thomas Updated for P1.0 Releasel
Aug 4, 2011 Mickael Thomas Updated for P1.0 Release2
Oct 26, 2011 Mickael Thomas Updated for P1.0 Release3
Nov 23, 2011 Mickael Thomas Updated for P1.0 Release4
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Installing and Upgrading the Release

Download the Necessary Upgrade Files
Download the files and follow any additional instructions on the download website:

Please contact your Sierra Wireless representative for access/instructions.

Supported Operating Systems

This software and firmware package supports the Sierra Wireless AirPrime SL809x Series on the
following Microsoft Operating Systems:

o Windows XP SP3 (Service Pack 3 or higher)
e Windows Vista SP1 (Service Pack 1 or higher)
e Windows 7

Upgrade Procedure

Sierra Wireless firmware upgrades are provided in a One-Click tool, which contains the firmware
and download tool bundled in a self-extracting executable. Before starting an upgrade, please
ensure the following:

e The host computer is connected to an AC power supply, or has at least 30 minutes of
battery life remaining

e The device to be upgraded is powered and operating normally

o All applications which communicate with the device, such as Watcher, Hyper-terminal,
etc. are closed

Steps:

1. Navigate to the folder in the current release containing the folder named “Firmware” and
open it

2. Open the folder named “OneClickTool” and click on the executable within that folder to
start the BinUpdater tool

© 2011 Sierra Wireless, Inc.
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3. When BinUpdater tool starts, the following window will appear:

Binary Update Tool - R1.6.10.0

|Binary Update Tool - R1.6,10.0
= 5 e

4. Click OK to begin the download.

© 2011 Sierra Wireless, Inc.
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NOTE: The download can take up to 10 minutes to complete. Do not remove the power to either
the laptop or the modem until the Binary Update Tool announces that the upgrade has been
successful, as shown here:

Details...
Hew Current
Type APPLEZ20 APPLE200
Date 0570 0540
Version Mo_2_1_1AF Mo_2_1_0AP

Download Status

[
Update completed successfully

= @ |
( a0 j \‘QUHHUHHHUHHHUHHHHE)
\ ;
et 05:54 100%

C OK j C_ Cancel )

.
SIERRA WIRELESS

) J

NOTE 2: There can be more than one firmware image bundled with the One Click Tool. If so,
then you will be asked if you want to upgrade the device once for each image. If you click Cancel
instead of OK, the remainder of the download will be aborted.

NOTE 3: When a boot image is released it is usually bundled with the application firmware within
the same OneClickTool executable. That OneClickTool will automatically install both the boot and
application images for you. If you intend to perform repeated download stability tests, please use
the oneclick tools with just the Application image.

Debug Tools

Sierra Wireless devices provide support for trace tools such as QXDM or the Sierra Wireless log-
gathering tool. Please contact your Sierra Wireless representative for the logger tool and the
installation instructions

© 2011 Sierra Wireless, Inc.
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Revision History

P1.0 Release4

Firmware Component Revision Levels
Component Revision Compatibility
Hardware All All

Boot loader P1 0 O 8bt All
Application P1 0 0 8ap All

Firmware Changes from P1.0 Release3

- Added support for WCDMA band VI (SL8090/SL8091)
- Extended SAR back-off offset range

- Corrected AT&T certification test case failures

- Corrected AT'WPOWER and AT!GSTATUS bug

- Changed IMEISVN to 8

Known Issues with P1.0 Release4

- RTS signal is ignored in CMUX mode
- CMUX ports do not re-establish after a modem reset

- AT port will hang if GPS auto-start and NMEA port are enabled
- Reset happens when NMEA output is enabled and NMEA port is not opened on host side

- NMEA port not working on UART

Notes

Due to a Qualcomm stack upgrade introduced after P1.0 Release2, the Tx output power in EDGE
850 and 900 MHz at maximum power might be marginally incorrect. In order to compensate this

phenomenon, the SL809x_UpdatedNV.QCN file must be downloaded after P1.0 Release4

firmware download.

The contents of this page are subject to the confidentiality information on page one.
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Troubleshooting

The following sections describe troubleshooting information when using the SL809x on a live
network or a test box.

Ciphering/Integrity
If the unit is failing to attach, check the ciphering settings. The UE needs to use the same settings
as the network/test set. Generally, live networks will have ciphering/integrity enabled. Test sets

may have them enabled or disabled, but it is common for test sets to leave it disabled unless
explicitly testing that feature.

The AT command is noted below:

AT Command Description

AT!GCIPHER=X Set the card to support integrity and
ciphering with the following settings:
X =0, Ciphering OFF, Integrity OFF
X =1, Ciphering ON, Integrity OFF
X = 2, Ciphering ON, Integrity ON

AT!GCIPHER? Query the GCIPHER settings.

© 2011 Sierra Wireless, Inc.
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Crash Investigation

If the UE crashes, there are a number of different means to provide useful feedback to Sierra
Wireless for resolution of the issue.

Full memory dump
This is the preferred process because it captures the most crash information.

Configuring the UE for crash dump capture

This must be done to enable or disable the crash capture feature on the UE. This
configuration is stored in NV so it is persistent across power cycles / power removal. The UE
must be reset after changing the setting before the changes take effect.

To enable crash dump capture
ATIEROPTION=0

To enable UE reset upon a crash (default behaviour)
ATIEROPTION=1

Capturing a crash dump
1. Wait for / cause a crash to occur

2. Close connection manager software (to release the com port)
3. Run SwiMemDebug

4. Click Start to initiate crash dump collection. If this fails, the application likely cannot open
the com port (see step 2)

5. Once 100% is reached, the crash dump collection is complete. Click Reset to reset the
modem (optional), and EXxit to exit the program

6. Crash files will be in the same location as SwiMemDebug. Zip up the crash files and label
the zip file with a uniqgue name (date/timestamp is suggested) and send the zip to Sierra
Wireless for analysis

Mini Dump
If a crash occurs, the summary of why the crash occurs is saved in memory. The command

following command will display the crash summary:
ATIGCDUMP

Note that this crash summary is lost once power is removed from the device (or manually cleared
via ATIGCCLR).

Error Listing

The ATIERR command will display “points of interest” that have occurred in the UE. These are
not crashes, but are often used by developers to highlight areas they wish to examine.
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Vista Recommendations

For optimum performance and stability in Microsoft Vista, it is recommended that USB Selective
Suspend be disabled. In order to disable Selective Suspend properly, follow both procedures (B.1
and B.2) below:

B.1 Disabling Global Selective Suspend

The following procedure will disable the global selective suspend setting in Microsoft Vista:

1.

2.

Open the Control Panel
Select the Power Options applet

For whichever item is selected as the current Power Mode (ie: Maximum Battery Life),
select Change plan settings

Select Change advanced power settings

Expand USB Settings

Expand USB Selective Suspend settings
Change the settings for Plugged in to DISABLED
Change the settings for On Battery to DISABLED

Close the Power Options applet

B.2 Disabling Device Specific Selective Suspend for Generic Sierra
Wireless Drivers

The following procedure will disable the device specific selective suspend setting in Microsoft
Vista when using a device configured with the generic Sierra Wireless drivers:

1.

2.

Open notepad

Type the following text into notepad
[HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\SWUMX32\Par
ameters]

"1dleDetect''=dword:00000000
""UsbSelSus'" =dword:00000000
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